# ANNEXE 3 - Mesures techniques et organisationnelles

Cette annexe a pour objet de décrire les mesures techniques et organisationnelles, y compris mesures techniques et organisationnelles visant à garantir la sécurité des données.

**Le sous-traitant doit mettre en œuvre les mesures suivantes :**

La norme suivante doit être détenu par le sous-traitant :

* ISO/IEC 27001 : Management de la sécurité de l'information ou équivalent.

Par ailleurs, il est recommandé que le sous-traitant héberge les données à caractère personnel du Ministère de l’Intérieur dans une plateforme respectant la norme SecNumCloud ou un équivalent.

Le sous-traitant doit décrire les mesures de sécurité techniques et organisationnelles mises en œuvre afin de garantir un niveau de sécurité approprié, compte tenu de la nature, de la portée, du contexte et de la finalité du traitement, ainsi que des risques pour les droits et libertés des personnes physiques.

**Contacts du sous-traitant :**

*Le tableau ci-dessous doit être complété par le candidat.*

|  |  |
| --- | --- |
| **Titulaire (ou mandataire du groupement)** | Nom :  Adresse :  Nom, fonction et coordonnées de la personne de contact : |
| **Cotraitant n°1** | Nom :  Adresse :  Nom, fonction et coordonnées de la personne de contact : |

**Le sous-traitant s’engage à mettre en œuvre les mesures suivantes[[1]](#footnote-1) :**

Mesures de chiffrement des données à caractère personnel;

Mesures visant à garantir la confidentialité, l'intégrité, la disponibilité et la résilience constantes des systèmes et des services de traitement;

Mesures de redondance et de sauvegardes assurant de disposer de moyens permettant de rétablir la disponibilité des données à caractère personnel et l’accès à celles-ci dans des délais appropriés en cas d’incident physique ou technique;

Procédures visant à tester, à analyser et à évaluer régulièrement l’efficacité des mesures techniques et organisationnelles pour assurer la sécurité du traitement;

Mesures d’identification et d’autorisation de l’utilisateur;

Mesures de protection des données pendant la transmission;

Mesures de protection des données pendant le stockage;

Mesures visant à garantir la sécurité physique des sites où les données à caractère personnel sont traitées;

Mesures visant à garantir l’enregistrement des événements;

Mesures visant à assurer la configuration des systèmes, y compris la configuration par défaut;

Mesures de gouvernance et de gestion de l’informatique interne et de la sécurité informatique;

Mesures de certification/assurance des procédés et produits;

Mesures visant à garantir la qualité des données;

Mesures visant à garantir une conservation limitée des données;

Mesures visant à garantir la responsabilité;

Mesures garantissant l’effacement

**Le sous-traitant s’engage à prendre les mesures supplémentaires suivantes :**

*Le candidat complète cette partie le cas échéant.*

**Description concrète des mesures prises par le** **sous-traitant :**

*Le sous-traitant précise la dénomination de la structure en charge de l’hébergement des données et la localisation des serveurs :*

*Les mesures techniques et organisationnelles, pour lesquelles le candidat s’engage, doivent faire l’objet d’une description concrète, et non pas générique.*

1. Le candidat coche les cases correspondantes [↑](#footnote-ref-1)