#### 

![](data:image/png;base64,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)

**Plan d’Assurance Sécurité – TITULAIRE – Contrat**

|  |  |  |
| --- | --- | --- |
| Version - Date | Emetteur | Statut/Suivi des modifications |
| Version 0.1  Novembre 2021 | B2SI | provisoire |
|  |  |  |
|  |  |  |
|  |  |  |

Table des matières

[1. Présentation du P.A.S. 4](#_Toc87973041)

[1.1. Objet 4](#_Toc87973042)

[1.2. Glossaire et définitions 4](#_Toc87973043)

[1.3. Documents de référence et associés 4](#_Toc87973044)

[1.3.1. Documents du MINISTERE DE LA JUSTICE : 4](#_Toc87973045)

[1.3.2. Documents du titulaire : 4](#_Toc87973046)

[2. Description de la prestation 4](#_Toc87973047)

[2.1. Le service rendu 4](#_Toc87973048)

[2.2. Description technique du système d’information du prestataire 4](#_Toc87973049)

[2.3. Périmètre d’application de la sécurité 4](#_Toc87973050)

[2.4. Gestion des évolutions 7](#_Toc87973051)

[3. Enjeux et objectifs de la SSI 7](#_Toc87973052)

[3.1. Enjeux en matière de SSI 7](#_Toc87973053)

[3.2. Objectifs en matière de SSI 7](#_Toc87973054)

[4. Organisation de la SSI 7](#_Toc87973055)

[4.1. Organisation de la cyber sécurité (Sécurité des Systèmes d’Information) 7](#_Toc87973056)

[4.1.1. Chaîne décisionnelle de cyberdéfense (SSI) 7](#_Toc87973057)

[5. Pilotage de la cyber sécurité 7](#_Toc87973058)

[5.1. Cadre de référence appliqué 7](#_Toc87973059)

[5.2. Principes fondateurs 7](#_Toc87973060)

[5.1.1. Assurer une amélioration continue 8](#_Toc87973061)

[5.1.2. Analyser et traiter les risques 8](#_Toc87973062)

[5.1.3. Sensibiliser et former 8](#_Toc87973063)

[5.1.4. Réaliser la veille sécurité et réglementaire 8](#_Toc87973064)

[5.1.5. Prévoir et gérer la réponse aux incidents de sécurité 9](#_Toc87973065)

[5.1.6. Piloter la sécurité sur les bases d’indicateurs factuels et d’objectifs chiffrés 9](#_Toc87973066)

[6. Responsabilités liées au PAS 9](#_Toc87973067)

[7. Validation et diffusion 9](#_Toc87973068)

[7.1. Procédure en cas de non-application et demande de dérogation 9](#_Toc87973069)

[8. Procédures d’évolution du PAS 9](#_Toc87973070)

[9. Mesures de sécurité appliquées 9](#_Toc87973071)

[9.1. Ressources humaines 10](#_Toc87973072)

[9.1.1. Avant l’embauche 10](#_Toc87973073)

[9.1.2. Pendant la durée du contrat 10](#_Toc87973074)

[9.1.3. Rupture, terme ou modification du contrat de travail 10](#_Toc87973075)

[9.2. Gestion des biens 10](#_Toc87973076)

[9.2.1. Cartographie des SI 10](#_Toc87973077)

[9.2.2. Qualification et protection de l’information 10](#_Toc87973078)

[9.3. Intégration de la SSI dans le cycle de vie des systèmes d'information 10](#_Toc87973079)

[9.3.1. Gestion des risques et homologation de sécurité 10](#_Toc87973080)

[9.3.2. Maintien en condition de sécurité des systèmes d’information 10](#_Toc87973081)

[9.3.3. Produits et services labellisés 10](#_Toc87973082)

[9.3.4. Gestion des prestataires 11](#_Toc87973083)

[9.4. Sécurité Physique 11](#_Toc87973084)

[9.5. Sécurité des réseaux 11](#_Toc87973085)

[9.5.1. Sécurité des réseaux nationaux (sécurisation des flux) 11](#_Toc87973086)

[9.5.2. Sécurité des réseaux locaux 11](#_Toc87973087)

[9.5.3. Accès spécifiques 11](#_Toc87973088)

[9.5.4. Sécurité des réseaux sans fil 11](#_Toc87973089)

[9.5.5. Sécurisation des mécanismes de commutation et de routage 12](#_Toc87973090)

[9.5.6. Cartographie réseau 12](#_Toc87973091)

[9.6. Architecture des SI 12](#_Toc87973092)

[9.6.1. Architecture des centres informatiques 12](#_Toc87973093)

[9.7. Exploitation des SI 12](#_Toc87973094)

[9.7.1. Protection des informations sensibles 12](#_Toc87973095)

[9.7.2. Sécurité des ressources informatiques 12](#_Toc87973096)

[9.7.3. Gestion des autorisations et contrôle d’accès logique aux ressources 12](#_Toc87973097)

[9.7.4. Exploitation sécurisée des ressources informatiques 12](#_Toc87973098)

[9.7.5. Défense des systèmes d’information 13](#_Toc87973099)

[9.7.6. Exploitation des centres informatiques 13](#_Toc87973100)

[9.8. Sécurité du poste de travail 13](#_Toc87973101)

[9.8.1. Sécurisation des postes de travail 13](#_Toc87973102)

[9.8.2. Sécurisation des imprimantes et copieurs multifonctions 13](#_Toc87973103)

[9.8.3. Sécurisation de la téléphonie 13](#_Toc87973104)

[9.8.4. Contrôles de conformité 13](#_Toc87973105)

[9.9. Sécurité du développement des systèmes 13](#_Toc87973106)

[9.10. Traitements des incidents 13](#_Toc87973107)

[9.10.1. Chaînes opérationnelles 13](#_Toc87973108)

[9.11. Continuité d'activité 13](#_Toc87973109)

[9.11.1. Gestion de la continuité d’activité des SI 13](#_Toc87973110)

[9.12. Conformité, audit, inspection, contrôle 13](#_Toc87973111)

[9.12.1. Conformité avec les exigences légales et règlementaires 14](#_Toc87973112)

[9.12.2. Conformité avec les politiques de sécurité 14](#_Toc87973113)

[9.12.3. Revue de la sécurité de l’information 14](#_Toc87973114)

[9.12.4. Contrôles 14](#_Toc87973115)

[10. Couverture des exigences de sécurité 14](#_Toc87973116)

# 1. Présentation du P.A.S.

## Objet

Présentation de la mission rendue :

Description du périmètre technique et contractuel :

## 1.2. Glossaire et définitions

## 1.3. Documents de référence et associés

### 1.3.1. Documents du MINISTERE DE LA JUSTICE :

### 1.3.2. Documents du titulaire :

# 2. Description de la prestation

## 2.1. Le service rendu

(Description de la prestation en conformité avec le CCTP)

## 2.2. Description technique du système d’information du prestataire

(Schéma d’architecture et spécifications techniques du SI utilisé pour réaliser la mission pour Le MINISTÈRE DE LA JUSTICE).

## 2.3. Périmètre d’application de la sécurité

(Sélectionner)

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **Numéro** | **Thème de l'objectif** | **Nom de l'objectif** | **Description** | **Retenu ?** |
| ***1*** | **Organisation de la sécurité des systèmes d’information** | Organisation de la sécurité des systèmes d’information | Organisation de la SSI. Mettre en place une organisation adéquate, garantissant la prise en compte préventive et réactive de la sécurité. | **Oui** |
| ***2*** | **Ressources humaines** | Ressources humaines | Ressources humaines. Faire des personnes les maillons forts des SI de l’État. | **Oui** |
| ***3*** | **Gestion des biens** | Cartographie des SI | Cartographie des SI. Tenir à jour une cartographie détaillée et complète des SI. | **Oui** |
| ***4*** | **Gestion des biens** | Qualification et protection de l’information | Qualification et protection de l’information. Qualifier l’information de façon à adapter les mesures de protection. | **Oui** |
| ***5*** | **Intégration de la SSI dans le cycle de vie des systèmes d'information** | Gestion des risques et homologation de sécurité | Apprécier, traiter, et communiquer sur les risques relatifs à la sécurité des systèmes d’information. | **Oui** |
| ***6*** | **Intégration de la SSI dans le cycle de vie des systèmes d'information** | Maintien en condition de sécurité des systèmes d’information | Maintien en condition de sécurité. Gérer dynamiquement les mesures de protection, tout au long de la vie du SI. | **Oui** |
| ***7*** | **Intégration de la SSI dans le cycle de vie des systèmes d'information** | Produits et services labellisés | Produits et services qualifiés ou certifiés. Utiliser des produits et services dont la sécurité est évaluée et attestée selon des procédures reconnues par l’ANSSI, afin de renforcer la protection des SI. | **Oui** |
| ***8*** | **Intégration de la SSI dans le cycle de vie des systèmes d'information** | Gestion des prestataires | Maîtrise des prestations. Veiller aux exigences de sécurité lorsqu’il est fait appel à de la prestation par des tiers. | **Oui** |
| ***9*** | **Sécurité Physique** | Sécurité physique des locaux abritant les SI Règles générales | Sécurité physique des locaux abritant les SI. Inscrire la sécurisation physique des SI dans la sécurisation physique des locaux et dans les processus associés. | Non |
| ***10*** | **Sécurité physique** | Sécurité physique des centres informatiques | Sécurité physique des centres informatiques. Dimensionner les protections physiques des centres informatiques en fonction des enjeux liés à la concentration des moyens et données abrités. | Non |
| ***11*** | **Sécurité physique** | SI de sûreté | Sécurité du SI de sûreté. Traiter de manière globale la sécurité des systèmes d’information et de communication qui assurent la sûreté d’un site. | Non |
| ***12*** | **Sécurité des réseaux** | Sécurité des réseaux nationaux | Usage sécurisé des réseaux nationaux. Utiliser les infrastructures nationales, en respectant les règles de sécurité qui leur sont attachées. | **Oui** |
| ***13*** | **Sécurité des réseaux** | Sécurité des réseaux locaux | Usage sécurisé des réseaux locaux. Maîtriser les interconnexions de réseaux locaux. Configurer de manière adéquate les équipements de réseau actifs. | **Oui** |
| ***14*** | **Sécurité des réseaux** | Accès spécifiques | Accès spécifiques. Ne pas porter atteinte à la sécurité du SI par le déploiement d’accès non supervisés. | **Oui** |
| ***15*** | **Sécurité des réseaux** | Sécurité des réseaux sans fil | Usage sécurisé des réseaux sans fil. Maîtriser le déploiement, la configuration et l’usage des réseaux sans fil. | **Oui** |
| ***16*** | **Sécurité des réseaux** | Sécurisation des mécanismes de commutation et de routage | Sécurité des mécanismes de commutation et de routage. Configurer les mécanismes de commutation et de routage pour se protéger des attaques. | **Oui** |
| ***17*** | **Sécurité des réseaux** | Cartographie réseau | Cartographie réseau. Tenir à jour une cartographie détaillée et complète des réseaux et des interconnexions. | **Oui** |
| ***18*** | **Architecture des SI** | Architecture des centres informatiques | Architecture sécurisée des centres informatiques. Appliquer les principes de défense en profondeur à l’architecture matérielle et logicielle des centres informatiques. | **Oui** |
| ***19*** | **Exploitation des SI** | Protection des informations sensibles | Protection des informations sensibles. Définir et mettre en œuvre des mesures de protection renforcées pour les informations sensibles. | **Oui** |
| ***20*** | **Exploitation des SI** | Sécurité des ressources informatiques | Surveillance et configuration des ressources informatiques. Durcir les configurations des ressources informatiques, et surveiller les interventions opérées sur celles-ci. | **Oui** |
| ***21*** | **Exploitation des SI** | Gestion des autorisations et contrôle d’accès logique aux ressources | Autorisations et contrôles d’accès. Authentifier les usagers et contrôler leurs accès aux ressources des SI de l’État, en fonction d’une politique explicite d’autorisations. | **Oui** |
| ***22*** | **Exploitation des SI** | Exploitation sécurisée des ressources informatiques | Sécurisation de l’exploitation. Fournir aux administrateurs les outils nécessaires à l’exercice des tâches SSI et configurer ces outils de manière sécurisée. | **Oui** |
| ***23*** | **Exploitation des SI** | Défense des systèmes d’information | Défense des systèmes d’information. Défendre les SI nécessite une vigilance de tous, et des actions permanentes. | **Oui** |
| ***24*** | **Exploitation des SI** | Exploitation des centres informatiques | Exploitation sécurisée des centres informatiques. Exploiter de manière sécurisée les centres informatiques en s’appuyant sur des procédures adaptées et sur la maîtrise des outils de supervision. | **Oui** |
| ***25*** | **Sécurité du poste de travail** | Sécurisation des postes de travail | Sécurisation des postes de travail. Durcir les configurations des postes de travail en protégeant les utilisateurs. | **Oui** |
| ***26*** | **Sécurité du poste de travail** | Sécurisation des imprimantes et copieurs multifonctions | Sécurisation des copieurs multifonctions. Paramétrer les imprimantes et copieurs multifonctions afin de diminuer leur surface d’attaque. | **Oui** |
| ***27*** | **Sécurité du poste de travail** | Sécurisation de la téléphonie | Sécurisation de la téléphonie. Sécuriser la téléphonie pour protéger les utilisateurs contre des attaques malveillantes. | **Oui** |
| ***28*** | **Sécurité du poste de travail** | Contrôles de conformité | Contrôles de la conformité des postes de travail. Contrôler régulièrement la conformité des paramétrages de sécurité appliqués aux postes de travail. | **Oui** |
| ***29*** | **Sécurité du développement des systèmes** | Développement des systèmes | Prise en compte de la sécurité dans le développement des SI. Reconnaître la sécurité comme une fonction essentielle, et la prendre en compte dès la conception des projets. | **Oui** |
| ***30*** | **Sécurité du développement des systèmes** | Développements logiciels et sécurité | Prise en compte de la sécurité dans le développement des logiciels. Mener les développements logiciels selon une méthodologie de sécurisation du code produit. | **Oui** |
| ***31*** | **Sécurité du développement des systèmes** | Applications à risques | Sécurisation des applications à risques. Accompagner le développement sécurisé d’applications à risques par des contre-mesures minimisant l’impact d’attaques nouvelles. | **Oui** |
| ***32*** | **Traitements des incidents** | Chaînes opérationnelles | Chaînes opérationnelles. Partager l’information (alertes, incidents) dans le respect des règles de prudence et mutualiser les opérations de remise en état, de façon à lutter efficacement contre les attaques. | **Oui** |
| ***33*** | **Continuité d'activité** | Gestion de la continuité d’activité des SI | Gestion de la continuité d’activité. Se doter de plans de continuité d’activité, et les tester. | **Oui** |
| ***34*** | **Conformité, audit, inspection, contrôle** | Contrôles | Contrôles réguliers. Effectuer des contrôles (audits, inspections) et des exercices réguliers de façon à mesurer les progrès accomplis et corriger les manquements. | **Oui** |

## 2.4. Gestion des évolutions

(Procédure à renseigner)

# 3. Enjeux et objectifs de la SSI

## 3.1. Enjeux en matière de SSI

Identifier les enjeux de sécurité.

## 3.2. Objectifs en matière de SSI

Renseigner les objectifs de sécurité. Les objectifs de sécurité sont évalués selon les échelles DICT fournies dans la PSSI du MINISTERE de la JUSTICE.

# 4. Organisation de la SSI

## 4.1. Organisation de la cyber sécurité (Sécurité des Systèmes d’Information)

### 4.1.1. Chaîne décisionnelle de cyberdéfense (SSI)

Décrire l’organisation de la SSI du TITULAIRE (rôles et responsabilités). L’organisation doit être décrite au regard du contrat.

**RACI à intégrer**

# 5. Pilotage de la cyber sécurité

## 5.1. Cadre de référence appliqué

*EXEMPLE*

*L’adoption d’une démarche d’amélioration continue permet de :*

* *S’appuyer sur une norme internationale définissant le cadre des activités du domaine de la sécurité*
* *Assurer le pilotage de la sécurité par les risques dans le but de garantir l’efficience des activités et mesures de sécurité.*

*Selon la norme ISO 27001, le SMSI s'organise en quatre phases successives et cycliques (Planifier, Déployer, contrôler et Agir) permettant une amélioration continue du système.*

Cycle d’amélioration continue

## 5.2. Principes fondateurs

### 5.1.1. Assurer une amélioration continue

Dans la lignée du référentiel présenté ci-avant, Le MINISTÈRE DE LA JUSTICE retient le principe d’amélioration continue.

Cette amélioration continue passe par :

* Un processus d’améliorations concrètes réalisées dans un laps de temps court,
* Une standardisation des processus,
* Une adoption du principe par l’ensemble des acteurs,
* Une implication active du management pour le déploiement de la politique.

### 5.1.2. Analyser et traiter les risques

Les risques portant sur la sécurité du Système d’Information du MINISTÈRE DE LA JUSTICE constituent le point d’entrée des actions entreprises.

Le TITULAIRE doit réaliser une analyse des risques systématiques sur le SI dédié à la prestation.

Principes génériques de gestion des risques

* Les besoins de maîtrise des risques sont établis en évaluant l’impact potentiel de la réalisation d’un risque sur les intérêts du MINISTÈRE DE LA JUSTICE.
* Le porteur du risque est systématiquement identifié et le choix de la mesure de traitement est placé sous sa responsabilité. Les mesures de traitement des risques identifiées sont priorisées et mises en œuvre afin de diminuer la criticité des risques les plus forts pesant sur Le MINISTÈRE DE LA JUSTICE.
* *Les risques résiduels jugés critiques sont placés sous la surveillance du Contrôle Interne après acceptation ou refus du MINISTÈRE DE LA JUSTICE.*

### 5.1.3. Sensibiliser et former

Intégrer le plan de sensibilisation / formation des intervenants sur le SI du MINISTÈRE DE LA JUSTICE.

### 5.1.4. Réaliser la veille sécurité et réglementaire

Les activités de veille sont organisées à deux niveaux :

- la veille réglementaire qui a pour objectif de répondre au fort contexte législatif et normatif encadrant directement ou indirectement les activités du MINISTÈRE DE LA JUSTICE,

- la veille sécurité qui a pour objectif de gérer les vulnérabilités techniques sources de risques sur les actifs informationnels

-

**Veille réglementaire**

En regard des ensembles normatifs, réglementaires et contractuels du domaine, Le MINISTÈRE DE LA JUSTICE s’engage à mettre en place une veille réglementaire ayant pour objectif le respect du corpus qui lui est directement applicable,

**Veille Sécurité**

La veille sécurité est structurée autour de cinq sous-processus :

* assurer l’inventaire des actifs informatiques (c.f. inventaire xls),
* réaliser la veille technologique sécurité,
* cartographier les vulnérabilités logicielles existantes au sein du SI,
* identifier la ou les contre-mesures répondant aux situations de risque impliquées par une vulnérabilité logicielle,
* déployer et mettre en place la ou les contre-mesures adéquates.

### 5.1.5. Prévoir et gérer la réponse aux incidents de sécurité

Une organisation et des procédures de gestion des incidents sont formalisées.

Ces dernières ont pour vocation de :

* permettre une remontée efficace de tout défaut constaté par les utilisateurs du SI ou par les systèmes de détection et de supervision,
* garantir la réactivité et l’efficacité du processus global de résolution des incidents.

(à compléter)

### 5.1.6. Piloter la sécurité sur les bases d’indicateurs factuels et d’objectifs chiffrés

Insérer l’ensemble des indicateurs produit pour les Comités Sécurité (ou document de référence).

# 6. Responsabilités liées au PAS

Définir les responsabilités / les objectifs de sécurité et les pénalités associés en cas de défaillance du TITULAIRE.

# 7. Validation et diffusion

LE MINISTÈRE DE LA JUSTICE définit avec le client la liste des personnes concernées par le présent PAS.

Le tableau ci-dessous précise qui doit valider le Plan d’Assurance Sécurité et qui doit y avoir accès pour consultation.

\* Le PAS ne doit être diffusé qu’aux personnes habilitées à le recevoir, c’est-à-dire les personnes qui ont un besoin d’en connaître dans l’exercice de leur mission.

## 7.1. Procédure en cas de non-application et demande de dérogation

Un membre de l’équipe peut demander de déroger à une disposition prévue au PAS. Pour cela, il précisera par écrit le contenu, les limites, et le motif de sa demande et l’adressera au RSSI

*(A compléter)*

# 8. Procédures d’évolution du PAS

(Décrire les formalités contractuelles)

# 9. Mesures de sécurité appliquées

## 9.1. Ressources humaines

### 9.1.1. Avant l’embauche

Détailler le processus de recrutement ainsi que les enquêtes réalisées en conformités avec les exigences de sécurité.

### 9.1.2. Pendant la durée du contrat

### 9.1.3. Rupture, terme ou modification du contrat de travail

## 9.2. Gestion des biens

### 9.2.1. Cartographie des SI

Un inventaire des biens du SI doit être réalisé à échéance régulière. Un propriétaire (personne faisant autorité sur le bien, en fonction des données hébergées) doit être défini pour chaque bien. Le terme de propriétaire est entendu au sens fonctionnel.

### 9.2.2. Qualification et protection de l’information

Les biens sont qualifiés en termes de sécurité selon les critères de DICT (Disponibilité, Intégrité, Confidentialité, Traçabilité). Le niveau attribué à chaque bien permet de définir les moyens de sécurité adaptés.

Les critères sont définis comme suit :

* Disponibilité : Propriété d'accessibilité au moment voulu des biens essentiels,
* Intégrité : Propriété d'exactitude et de complétude des biens essentiels,
* Confidentialité : Propriété des biens de n'être accessibles qu'aux utilisateurs autorisés,
* Traçabilité : Propriété permettant aux biens de générer des traces des opérations effectuées.

## 9.3. Intégration de la SSI dans le cycle de vie des systèmes d'information

### 9.3.1. Gestion des risques et homologation de sécurité

### 9.3.2. Maintien en condition de sécurité des systèmes d’information

### 9.3.3. Produits et services labellisés

LE MINISTÈRE DE LA JUSTICE n’est pas éditeur de produits informatiques et les services rendus par Le MINISTÈRE DE LA JUSTICE ne nécessitent aucune labélisation.

Dans le même temps et en conformité avec la PSSIE, Le MINISTÈRE DE LA JUSTICE s’engage à utiliser des produits de sécurité faisant l’objet d’une validation de l’ANSSI.

Le TITULAIRE s’engage à n’utiliser que des services labellisés au regard des exigences de sécurité. Le titulaire s’engage à fournir au MINISTÈRE DE LA JUSTICE une liste exhaustive des services utilisés sur le périmètre du contrat.

### 9.3.4. Gestion des prestataires

## 9.4. Sécurité Physique

***A renseigner en fonction du contrat.***

## 9.5. Sécurité des réseaux

Afin de garantir la sécurité des informations, des zones de sécurité logique sont définies. Ces zones sont cloisonnées du reste du SI.

Des infrastructures garantissent le filtrage des flux avec tout réseau externe.

Les serveurs sont hébergés dans des zones de sécurité dédiées. Ils sont installés et configurés afin de ne proposer que les services strictement nécessaires.

Tous les accès internet sont connus et maîtrisés. Les accès internet ne respectant pas les règles et les spécifications techniques standards font l’objet d’une dérogation motivée.

Une procédure de gestion des flux est écrite. Un corpus de règles de filtrage existe et tous flux ne respectant pas ces règles doivent faire l’objet d’une dérogation motivée.

### 9.5.1. Sécurité des réseaux nationaux (sécurisation des flux)

Les échanges d’informations en interne, au sein du MINISTÈRE DE LA JUSTICE ou avec des tiers doivent s’effectuer en accord avec leur niveau de classification, en particulier en matière de confidentialité.

En parallèle, comme précisé dans Charte d’usage des services numériques du MINISTÈRE DE LA JUSTICE, les utilisateurs doivent être vigilants quant à la transmission d’information par mail ou au travers du web. Ses règles visent notamment à lutter contre :

* la propagation de codes malveillants,
* l’interception d’informations sensibles,
* la désinformation,
* la publication d’informations pouvant nuire à Le MINISTÈRE DE LA JUSTICE.

Les informations considérées selon la classification du MINISTÈRE DE LA JUSTICE comme sensibles ne peuvent être transmises via l’infrastructure et services standards du MINISTÈRE DE LA JUSTICE. Ces informations ne pourront pas être envoyées par l’email standard du MINISTÈRE DE LA JUSTICE. Elles devront obligatoirement être transmises via un système de sécurité validé par le RSSI.

### 9.5.2. Sécurité des réseaux locaux

### 9.5.3. Accès spécifiques

### 9.5.4. Sécurité des réseaux sans fil

### 9.5.5. Sécurisation des mécanismes de commutation et de routage

### 9.5.6. Cartographie réseau

## 9.6. Architecture des SI

### 9.6.1. Architecture des centres informatiques

## 9.7. Exploitation des SI

### 9.7.1. Protection des informations sensibles

Les données sensibles type données à caractère personnel ne doivent être exploitées que pour des traitements légitimes. Les finalités doivent être licites et justifiées.

Toutes les données dites sensibles devront être chiffrées avant transmission à un tiers légitime.

Les données devront également être chiffrées sur les disques si les machines sont exposées physiquement.

### 9.7.2. Sécurité des ressources informatiques

Les exigences métiers s’inscrivent dans la logique du moindre privilège. Selon le principe du moindre privilège, les utilisateurs se voient attribuer un niveau d’habilitation qui correspond exactement à leur mission.

### 9.7.3. Gestion des autorisations et contrôle d’accès logique aux ressources

La gestion de la création des comptes est expliquée dans la partie liée aux ressources humaines.

### 9.7.4. Exploitation sécurisée des ressources informatiques

Les responsabilités liées à l’exploitation sont définies et formalisées. Les principes de séparation des pouvoirs sont appliqués pour réduire les risques d’erreur ou de malveillance. En cas de cumul des pouvoirs, des mesures conservatoires sont prises afin de garantir notamment une meilleure traçabilité des actions.

Tous les systèmes sont régulièrement maintenus à jour afin d’intégrer les derniers correctifs fonctionnels et de sécurité :

- les correctifs comblant des vulnérabilités critiques – c’est-à-dire pouvant conduire à l’exécution de code arbitraire ou la prise de main à distance – sont déployés dans les plus brefs délais,

- les autres correctifs sont déployés à intervalles réguliers.

Préalablement au déploiement, chaque correctif fait l’objet d’une analyse des effets possibles en cas d’application et de non application. Les résultats de cette analyse déclenchent la mise en production ou non. Lorsqu’un correctif n’est pas déployé, une justification est fournie au RSSI.

### 9.7.5. Défense des systèmes d’information

### 9.7.6. Exploitation des centres informatiques

## 9.8. Sécurité du poste de travail

### 9.8.1. Sécurisation des postes de travail

### 9.8.2. Sécurisation des imprimantes et copieurs multifonctions

### 9.8.3. Sécurisation de la téléphonie

### 9.8.4. Contrôles de conformité

## 9.9. Sécurité du développement des systèmes

***A renseigner en fonction du contrat***

## 9.10. Traitements des incidents

Un incident de sécurité est un évènement de sécurité ayant provoqué une violation avérée de la sécurité.

### 9.10.1. Chaînes opérationnelles

Le processus de gestion des incidents de sécurité est décrit dans le document de référence (processus de gestion des incidents de sécurité).

Des fiches réflexes sont associées au processus de gestion des incidents afin d’obtenir une réponse sur incidents adaptés à plusieurs cas de figure et donc plus efficaces.

## 9.11. Continuité d'activité

### 9.11.1. Gestion de la continuité d’activité des SI

(Description des PCA et PRA)

## 9.12. Conformité, audit, inspection, contrôle

La mise en œuvre d’une gestion de la conformité, aux exigences légales et règlementaires, mais également à la PSSI du Ministère de la Justice est un élément essentiel au pilotage de la démarche sécurité. La démarche associée est précisée ci-dessous.

### 9.12.1. Conformité avec les exigences légales et règlementaires

Les obligations légales et réglementaires doivent être respectées par les directions, et en particulier celles découlant des législations françaises, mais également européennes.

Les obligations légales et règlementaires spécifiques à la protection de l’information doivent être respectées.

### 9.12.2. Conformité avec les politiques de sécurité

La sécurité du système d’information n’est effective que si les principes de sécurité sont appliqués.

Tous les utilisateurs doivent s’assurer que les procédures de sécurité sont correctement appliquées dans leurs domaines d’activité. A ce titre, les utilisateurs doivent respecter la Charte d’usage des services numériques du MINISTÈRE DE LA JUSTICE.

### 9.12.3. Revue de la sécurité de l’information

Des revues régulières doivent être effectuées pour s’assurer que les politiques de sécurité sont respectées.

Des contrôles réguliers et des revues de la conformité du système d’information aux politiques de sécurité doivent être effectués. Ces contrôles, formalisés dans un plan de contrôle, incluent toutes les mesures nécessaires à la vérification de la sécurité des équipements et des logiciels : test des systèmes d’exploitation, test des logiciels, test d’intrusion…

### 9.12.4. Contrôles

Pour chaque règle de la PSSI Le MINISTÈRE DE LA JUSTICE propose des contrôles. Une matrice de contrôle par règle ou exigence de la PSSI est produite et mise à jour par Le MINISTÈRE DE LA JUSTICE.

LE MINISTÈRE DE LA JUSTICE s’autorise à réaliser un audit de la sécurité du SI du prestataire par an.

# 10. Couverture des exigences de sécurité

(Résultats de l’auto-évaluation avec l’outil excel)